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ABSTRACT

In 2013, interactive artist and Prix Ars Electronica Golden Nica winner, David Rokeby, coined
the phrase Algorithmic Pollution to describe a phenomena where data collection altars hum
public behavior. The purpose of this article is to contextualize the topic of Algorithmic Pollution
and artists working with data, surveillance and landscape. The inspiration came from the
exhibition | curated in 2013, CYBER IN SECURITIES for the Wagtim Projects for the Arts

in DC, at the Pepco Edison Gallery. The curation was completed just two weeks prior to Edward
Snowdenbés controversial l eaking of security
SECURITIES reflects artists thhave respornet] to massive data collection and the residual
scrutiny of their private lives by creatirgtworksdistributedthroughnetworks and systentisat
operate undeheir own controlandrule§. hey 6 r e al so reacting to t
urban andhatural spaces and its interactive processing with the human psyche and body. Artists
have described this phenomenon as fienvironn
Aal gorithmic pollutiond, alteri ngdgonmantrbotiper ce
natural and urban.

The purpose oflgorithmic Pollution: Artists Working with Dataveillance and Societiesof
Controlcame from the Washington Projects for the Arts exhibition in Washington DC,
entittedi CYB BN E CUR | TAuguS 80Septenber 27, 2013. The exhibition was curated
just prior to the former CIA employee and g
leaking of US security documents to the Guardian newspaper in June of 2013 and exhibited i
September 2013. The leakelbcuments set off worldwide insecurities about data, including
growing questions about how much is out there, the nature of government and corporat
relationships to metdata and private data, and how are our lives are shaped by these matters. Suc
questons are especially unnerving in an era of
This essay will look at artists who use types of dataveillance in order to creatively control their owr
social path.

This essay is also an examination into thd f e c t Afdataveill ancebo
demographically [including racially], and its potential effect on human behavior. This will be
accomplished through descriptions of sevel

dataveillance [an amalgaof the two] infiltrates human bodies and landscapes where humans
interact. Many of t hese CdBERNSECURITIESr eF ofrr o nm st



the surveillance artist and programmer ®avi
suggest the importance of invisible information as matter that effects public behavior from both e
physiological and psychological view. His practice raises the question of how much control
programmers are given in a society where dataveillance is tiednef control? In order to tackle
this question, this essay employs Michel F
through strategies afiscipling a process that trains bodies and minds to conform in predictable
behaviors through encled spaces. This theory will be applied to algorithms and data systems of
control in order to explain the more nomadic behavior of contemporary societies of control
described by Gilles Deleuze. Under this conceptualization, the primary function of cogtrolli
behavior is not through mechanizing enclosed spaces, as in a factory, but through controlling ope
systems and networks primarily provided by the internet and mobile phones or computers.

Figure 1.Above: Ri car da Mc Do naadaliwathedovetbpmaohaes® z o k
lovingg r a,Version 2: January 2012; (Version 1.5: Sept 2004), Interactive video
installation, two flat screen monitors, computer, custom software, Kinect sensor, hdmi splitter,

h dmi cabl es, 2 320 menitors, di me
Bel ow: Lexie Mountain ABALL HARDO Still of
Cyber I nSecurities, Pepco Edison Place G

Experimental Media. August 30, 2013. Image courtesy of Tim Nohe.

Foucaul edationewopr Jeremy Benthamb6s panoptioc
describing the shift from the mechanics that architectures of power provide to the apparatus that
software uses in order to control societies. The panopticon describes strict ioolesad

where controller and controlled, the surveyor and surveyed, tha@lNing and seeing and the
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one gazed upon require only that the one ga
any given time. With such hints, the institutional appeganeets its objective of disciplined
behavior. When the controller has fully intimidated the subject into believing there is no privacy,
free will or hope for transgression or resistance, then the inmate being watched will modify their
behavior to confan to the will of their oppressor. [1] However, this requires the subject

tobelievet hat a power s always watching them, f
[2] The objective of the panopticon is total subjectification of the one being dedtrpkrhaps
especially, his or her behat94aescribe&eor ge Or w
subjectification of t he 0dgddie, frarh it thhtbecaney s
instinctd in the assumption that every sound you made was overbed, except in darkness,

every moment scrutinized. o [3] Here, the go
to the instinctive habits and unconscious b
ar t wandall wafichedoverby machineoflovinggraced i s a humorous i nt

installation constructed by the people viewing the dual monitor display. Two monitors display a
pair of extreme closap eyes that gaze on visitors crossing its Orwellian pair of eyes reminiscent
of an old painting uncomfortably tracking passersby.

Del euze proposes that Foucaultdéds notion of
acknowledge the transitions between the institutions of work, healthcare, play, home, and
vacation. Howeverin contrast, Deleuze proposes that the varying travel between these
institutions has become a more significant part of contemporary existence. [4] In order to

mai ntain power, it ds rmentobtesreplcey f or newer so
F o u c adisdiptinargocieties by controlling spaces once considered free from observation and
traceability such as the car or highway. The newer societies of control understand that in additior
to a seeing machine, the panopticon enclosures are also part of a categorizing,rnoéfehning

cells that are modular and can be sorted and arranged. [5] Therefore, in order to maintain power,
it is necessary to create categories that will transform ther r a t df tbegenéral t vy

p o p ul #6}intoosanie kind of cells, data cells enclosed categories. Data collection

institutions from search engines to marketing agencies are able to do this by collecting various
and types of data that can be 6diagnosed6 a
cells or categoriesdm phone numbers to email subject headings. Once cells of behavior are
labeled, or calcified in the form of data cells, control through code and algorithms may be better
implemented.

Deleuze describes the shift in cells from a disciplined prison spacedwotrolled public space:

AThe different internments or spaces of
are independent variables é the differer
forming a system of variable geometry the languagelofi c h i s numer i cal

necessary mean binary]. Enclosures are molds, distinct castings, but controls are a
modulation, likeasefi e f or mi ng cast éo [ 7]

Deleuze describes a parametric society where the focus of subjectification lies not inside the
traditional institutions but inside a central power designed to regulate more nomadic activity
between institutions. That means what was once an architectiixecé&nclosure is now a

system that is open, varied, and modular. Parametrics by nature are easily modulated by author:
of the system. I n societies of control i é wh
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number, but a code: the codeisapasdéwor and t hat passwords serv
soci al |l ocations. o [8] For example, key cod
delete access without any change to the hard key or institutional access point. In addition to
creating or deying access to institutional enclosures, codes are informed by digital bread crumbs
datatrailsand datani ni ng techniques from fAcookiesod to
from ortline shopping and Google searches.

Anthropomorphic surveillance @&similar tool in forensics that penetrates the surface of our
bodily image into our biological beings and translates that penetration into code. CCTVs lenses,
communication technologies and social networking surveillance are compatible with data and ca
be manipulated, filtered, traced and crosferenced through sensors, biometrics, chemical
profiling and DNA surveillance. Societies of control use these methods along with the power of
algorithms, in order to maintain the broadest power. The-oataaalysis being done by

scholar Lev Manovich (and others), reaches back to collection systems similar to the evolving
U.S. governmentés fAmail coverd program desi
iterations of this program in the 1950s asserted thagits | egal t o read the
of a postal letter because such information was already publicly displayed on an envelope. [9]
This program has evolved to include secret courts, the U.S. Patriot Act, and-t@Etgeted
surveillance intendedf foreigners and war enemies.

DATA IS EVERYWHERE
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Figure2.Shel don Brown AVideo Wind Chimesd Comp
using four video projectors, electronic controls, aluminum, plastic. Yerba Buena Center for the
Arts in SanFrancisco, CA. 1994. Image courtesy of the artist.

Artists have been using media to explore the concept of information infiltrating our public spaces
since the early 1990s. During this period,
of a publicintervention work at Yerba Buena Center for the Arts in San Francisco. The project
scans the random electromagnetic fields and projects whatever information the waves are
carrying onto the ground. In 1994 projected images were mostly ads from liveitelesis

mani festation of both the wind and its dat a
in a remote part of Californiabs highest el
places where we believe we perceive our experienitbaature as pure, even perhaps sublime,
data is everywhere.

The pervasiveness of surveillance has never been more central to our culture and appears to be
growing exponentially. Consider the recent militaligsigned widearea surveillance livéeed

sygem originally calledi A n ¢ € Iraadbused in Fallujah. In 2018 the system had been

secretly capturing an aerial shot of ghed (32 square miles) of Baltimore City each second
surveillance aircraft flies overhead. The program cost Baltimore CitgePDepartment $2
million dollars per year and for nine month
happening. [11] The chief engineer of the p
However, this deployment of military sweilance used on an entire U.S. city is only 12 years

after the firstcitywi de survei |l |l ance system, called ACi
At the time, City Watch was larger than any public surveillance system in the world. It was so
controwersial that the City of Liverpool allowed any citizen to request a copy of its footage within
31 days. The point of such transparent surveillance implementation, later accompanied by a
commitment to destroy captured footage after a month, was to easétitarpagination of any

dark meaning behind the 242 closgctuit televisions strewn across the city streets.
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Figure 3.J i | | Magid AEvidence Lockero 2004. Rel

controllers and edited by the artist. Video projemstiPolice Log #2887, Audio CD, 23 min.

Commissioned for the Liverpool Biennial International, 04. Image courtesy of the artist.
In 2004, the New Yorbased artist Jill Magidpent a month in Liverpool creating two works that
playfully subverted the CCTV f oo taadpbalfhoargvi d
of footage the artist obtained of herself performing as a heroine. She named the Police
Depar t men tscrasand directorfofitie mark. She wore a red rain coat that could easily
be spotted and tediously submitted 31 Access Request Forms each detailing when, where, and
how an incident occurred before her request of the video was granted. Magid clevezlyherot
reports as letters to a |l over that became a
[13] Magid modulated societies of control herself when she took control of the surveillance
system the Police authorities were monitoring, and told herdmvised story. However, once the
citizens of Liverpool were accustomed to the idea of 24|7 CCTV cameras, public access to the
footage was ced f f prefiguring the rationale of Ba
inform the Mayor of its new tool. Tarepresents a striking shift in surveillance normalcy in just
twelve years.

Figure4.The Force of Freedlelewadvj t 20 D&y eB&oking8 fl
courtesy of Lisa Moren.
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The Dutch artist team, Force of Freedom, followed anotresesprogram, the U.S. Drone
program, and selpublished theirse@ al | ed ft el ewar. 0 They al so
iLexicon of a Drone War o that cleverly-uses
secret government jargon surroundingrass.

Figure5.Chri s Csi kszent mi hal yi Ahunter hunter:
sensor and servos. 1992. Image courtesy of the artist.

The users of AAngel Fireo have hopefull no
project, an imaginary tool of the future that was actually created in 1992 in San Diego.
Csikszentmihalyi reacted to that city being the first to implement speed cameras when automatic
ticketing was first i nst i-toorolleddabot thdi semsesehe h un
frequency, or pitch, of a 9mm bull et. When
robot wobbles in the direction of the sound and shoots a 9mm bullet back. The project was
installed in a Chicago gallery withourtcident.

Since 1953 scientists have been on a path to sequence both biology and computers into unified
data hybrid known today as A,T,G and C in DNA sequencing. [14] Dataveillance infiltrates
human bodies when information artist Heather DeWagborg uited this path by merging her
own biometric software program with the digitally compatible part of the DNA she collected and
extracted in order to create her DNA survei
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Figure 6. Heather DeweyHagborgfi St r anger V20183,3D pristg) wodd) 1 2
photographs, paper, and sample material, F
boxes, each 3 Jox 11 7/ 80 x 90. | mag

DeweyHagborg collected human remains, hair, nails, guggreite butts, etc. that have been
discarded in public places. After laboriously extracting the DNA from a DIY Brooklyn based
biotech | ab (GENSPACE), she merged the sign
gender, eye color, tendency for obesity attter traits that she learned from the genetic code

with her biometric software. From this amalgamation she was able to produce a 3D model and
rendered the output to a 3D printer. The project displays four anonymous masks along with the
original detritughat produced the 3D printed masks and information about its original location.
Although masks are always about 25 years of age, questions about the accuracy of unknown
portraits may be alleviated whenDewldya g bor g confronted NPR&s S
Andersen, with a mask created from his DNA, he reaétddiké finding a brotherof meand

sayingb tanseesomeofmeint h e r[kb] Thedartist intends the work to be a @alaction for

the potential uses and abuses of genetic surveillance iit pldtes. The artist suggests that if

she can figure how to create a relatively acceptable portrait from gum found on the streets using
publicly available DIY methods, then largeale DNA surveillance by governments and
corporations surely must be on tharizon. [16]

The work of Sheldon Brown, Jill Magid, Chris Csikszentmihalyi and Heather Délaghorg

are artists who consider the increasing the infiltration of dataveillance to our bodies in our
environment, and/or, the collection of that data. Thesea st s arendét usi ng
datasystems and technologies employed by large governments, corporations and their labs.
Theyére not only taking authorship of socie
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individual control, butinShdlon and Heat her s case, theyobre
manipulate these methods outside the goals of industry.

Figure 7. Owen Mundy, Birgit Bachler, Walter Langelaar and Tim
SchwarzCommodify.us2013. Custom software and archival inkjet prints, printed matter.
Four prints: 390x1306, 770x130, 710x130,
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Figure 8. Owen Mundy, Birgit Bachler, Walter Langelaar and Tim
SchwarzCommodify.us(detail) 2013. Custonsoftware and archival inkjet prints, printed
matter. Image courtesy of Lisa Moren.

While most metadata and related algorithms appear anonymous, artists will look for a means to
put societies of control in check when personal identity is compromisedirii$tecollaboration
team Owen Mundy, Birgit Bachler, Walter Langelaar and Tim Schwarz openly display data that
is often a hidden digital Comnbdifyusf a per son
ACommodi fy.uso di smisses itvhiet yl etghi atiomsa cgyr oosfs
digital age a$i t mfermationassociatedvith communications oftenmoresignificantthan
communication t s [&7] Thié work describes how Facebook users can trace their own
Facebook Omail corveamesd& ooondneun itooa tuinccrmo vter en
trends of marketers using the | egal mec hani
sell your information to dataollecting marketing companies such as Acxiom Corp. who will
aggregate youtlata with others as a marketing service. Acxiom is the largest international data
marketing corporation that holds scads of personal information on over 500 million people
worldwide. [18] The artists went further than pointing out how participants ce arailable
data, they created a system where patrticipants can learn how to earn money from their own data
demographic and social network habits, cleverly perhaps, before the marketing companies do it.

I

Figure 9. Preemptive Media (Beatriz da Costarook Singer and Jaime Schulté3wipe 2003
2013. Custom software, monitor, tablet, receipt printer and website, dimensions variable. Image
courtesy of Lisa Moren.

The artist team Preemptive Media (Beatriz da Costa, Brook Singer and Jaime Schulteylkalso wo
with marketing strategies of passwords, codes and personal information in order to subvert their
datamining powers. The artist collective emphasizes that the drive to mine data in the first place
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is commercial gain. The fact that corporations allowgbeernment to tap into their ingenuity is

a regrettabl e bonus. Swipe2P0320&3nthetartistsecoddtbed bvand s
webcrawlers that capture a live data trail of exhibition visitors. Attendees are requested to scan
t hei r dense atthe dbar, edrly iterations used the magnetic strip while later installations
used laser scans. In a few moments the attendee receives a receipt offering admission to the
exhibition, an alcoholic beverage, and a textual portrait with instantly ndiaadthat may

include their race, gender, property value, income, body fat, and other seemingly private
information in a pubic setting. Aggregate portrait information of exhibition attendees were
summarized and updated live outside the gallery, and gleshlan an exterior monitor facing the
street of the exhibition space for passersby to probe the-socoimmic portrait and other
demographics of the exhibition culture. The irony that the exhibition space, Pepco Edison Place
Gallery, is across from the Nanal Portrait Gallery in Washington DC is not lost on this meta
portrait project either. Inside the gallery, the artists make an offer in the spirit of a free credit
score where a kiosk will all ow alineddetap@tmit. pen
The climax of the game is distributed throughout the network apparatus of the artwork inside,
outside and the data moving virtually throughout the space. The viewer may be gratified upon on
pleasurable encounter of Preemptive Media serviceide ekperiencing horror or personal fear

at another revealing node in the work (such as reading their probable income or body fat).
Although creating pleasure mimics the skill of their marketing counterparts (Acxiom), fear
however, is the subversive momeithe closing narrative arc presented by Swipe, and fear is
the antithesis of what Acxiom chooses to deliver.

ACommodi fy.uso and Preemptive Media assert
potentially everywhere. The data is also perband profitable. They also analyze who is
increasing the value of personal data and how are they exploiting that value. Therefore the
marketing technologies progressing such goals will invest in the algorithms that make personal
exploitation of data morand more robust. These media activist artist use original coddi low

and offthe-shelf medias to reenter some of the power they feel has been taken from them by
the corporations modulating to much control over their lives.

CAN ALGORITHMS ANTICIPATE THOUGHT?

Can we anticipate thought by reading action? With a goal of cutting down on unnecessary
clicking, Googleds search engine has evol ve
informationf t aknowledgeengine wheretheycan rank contentaccordingto intentratherthan
straightkeywordma t ¢ h[i hg] o0Usi ng semantic sorting fea

and figoogle instant, 06 Google attempts to an
feature. [20] This knowledge engine was at play when the artist Julia Kim Smith Googled herself
in 2013 in order to produce herenei nut e vi deo | oop and exhibi

Before Kim Smith finished typing her thoughtWhdp asianw o m etheknowledge engine

kicked-in anticipating her possible conclusiofis| iblacEme nfog gvel @ wema s lasdo

so on. In addition to the omainute loop, Kim Smith mounted prints from Google screen
captures that I isted the search results. Th
no human intervention in the algorithm atdgte as there is when they censor pornographic and
violent words. Algorithms are the mathematical rules, perhaps the formulated passcodes that
govern any software like a set of instructions, or rules, that are similar to following recipe: set the
oven temprature, pour flour, sugar into a bowl, stir, whip milk for 3minutes, all in a precise
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order, with measurements, timing, lists, etc. An algorithm therefore may be simple or complex; it
can employ metadata and word searches as part of a common list lef papakedures. An

algorithm is arguably the main dataveillance tool used by societies of control. According to the
algorithms applied to Google Instant, a common denominator of people are being tracked when
they believe they are anonymously asking a $eangine questions. Therefore a demographic

maj ority is asking these questions about As
past questions to justify anticipating user
reflects bias, especialy when itsdé algorithms are applie
i nherent in the Aunmannedod algorithm sanctdi

with an unnerving question: just because an algorithm said it, does the adtiemudisses
constitute truth?

en wear all black
why do jewish women cover their elbows

Google
Yahoo!
8ing

Q- why do jewish men| D {Q- why co musiim mer )} Q- why do gayd D |

‘why do gays want to get married
why o gays lisp

why do gays get aids

why do gays like judy garland

why do jewis!
why do jewish men make the husbands
why do Jewish men cover th

why do jewish me: =
why do jewish me:

why do guys wear condoms
why do gays go to hell

why do gays love judy garfand
why do guys exist

Figure10.Jul i a Kim Smith AWhy?0 2013. 24 archi
courtesy of Lisa Moren.
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Figure11.Jul ia Kim Smith AWhy?0 2013. 24 archi
Image courtesy of Llsa Moren.

Q~ why do christian women

Suggestions
why do christian women wear skirts
why do christian women cheat
why do christian women wear head coverings
why do christian women have long hair
why do christian women have affairs
why do christian women cover their hair

why do christian women only wear skirts
why do christian women commit adultery
why do christian women wear bikinis
why do christian women have abortions

v Google
Yahoo!
Bing

Figure 12.Jul i a Ki m Smi t h A Wh-mifufe qicktitngloop.Mmagei t or ,
courtesy of Lisa Moren.

Algorithms are a benefit when they free up time in ordelatdedious tasks, as applied in the
applications that will scan your email, calendar, or GPS location and inform you that traffic may
make you late for an appointment. [21] Societies of control have allowed the one surveyed to
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become more and more com#fadste having an apparent rbras approach that an algorithm

of fers to make decisions on behalf of the 0
gives an ordinary, yet emotional critique of the growing concerns around algorithms that use the
majority opinion, or habits, of the masses as a basis forawtocc e s s t o i nf or mat i
continued the experiment with Black Men, Gay Men, Christian Women, Muslim Men, etc, where
the results more urgently point to the fact that under algorithmic systemgesfaration and self
reference, any minority viewpoint will be disproportionately and even exponentially silenced.

DO ALGORITHMS SORT PEOPLE?

Over time, autdormulas, including algorithms, eventually generate the same pattern or
command. The result is gpe of predictable moiré pattern, or a code that lacks differentiation,
plummetting into an infinite mirrelike system. This is what happened when, in an absence of
human oversight, algorithms allegedly caused the stock market to fall a thousand pofiets in

mi nutes creating the 6flash crashdé of Sprin
to be rewritten every couple of weeks, have human intervention, or preferably both. Simply
placing a hand or an object in the space between infinitwraiwill break the loop by creating a
different pattern, or in this case, allow the stock market to do something other thaelhatoa
massive scale. Moving the mirrors slightly will do the same thing, but if any of these are done in
a routine, or preictable pattern, the loop becomes determinant again. These systems require
complexity. Like the minority voice, creative input or a resistance movement, complexity will
keep a loop from becoming infinite, incestual and ineffective. Similar algorithmeabséd the

flash crash are employed by government agencies, including the police and FBI who used tactic:
such as CRUSH, where the primary objective is to anticipate future crimes based on past
activities. Because of inherent profiling within these altpons, the results were disproportionate
arrests within minority communities producing what David Lyon calls social sorting, a form of
seconddegree racism. [23] The Africalimerican community calls this phenomenon systematic
raci sm. But Doédorral may £xplain vehy sodiaksoriyng works so well is

precisely because it can be modul at ed, or i
deforming cast will continuously change from one moment to the other, or like a sieve whose
meshw | | transmute from point to pointéd [ppd4

When referring to social sorting at airports Zygmunt Bauman statéstdatasets an

instrumenif selection separationand exclusion It keepgsheglobalsin the sieveand washesut

thel o c g24kThedintation to distinguish tourists from drifters at national borders is well

known by the Bangladesh born, New York City raised artist, Hasan Elahi who willingly began
posting his personal daily activities long before the social media phenomena. However the NSA
DHS, CIlA and Executive Office of the Presid
site over the years. It all began on a return trip from the Netherlands on June 19th, 2002 when th
artist was sequestered for questioning at the Detrgitofi by DHS officials presumably by

social sortingi Whveereyouw i t Whywereyout h e rbet thén questions become more
strangefi Wh emereyouon Septembet2th2 0 0 Beéptembet 0 t August30th (and so

0 n ) Whatisin yourstorageunitin F | o r iarétaetee x p | o sElaki sugpr*séd them by

pulling out his PDA and giving detailed answers about exactly what he was doing, the content of
his meetings, and the people he was with. After six months of multiple, intense interrogations by
the FBI, and mie consecutive polygraphs, the FBI confirmed his innocence and suggested that he
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inform them whenever hebés traveling abroad
off a watch list datdase that been widely cressferenced).

Elahi took ths advice seriously and dutifully gave flight information in advance. This expanded

to include images, and instead of becoming less detailed, hscseliny became more detailed.

I't became more detailed untilrackewgl Tednisn
database he now updates from his phone controlling detailed documentations about his private
life, including his 24/7 GPS location with maps, images, what he eats where he sleeps, etc. This
public exposé defies the inherent valud-efieral authorities where such fragmentary and
concrete information is their greatest comn
useless through his act of making it freely available.

I n addition to the reveTrsensiuanwedd | (anwceaei Ipao
or at:trackingtransience.ngt , El ahi exhibited fAHawkeyeo a :
building on 611 Folsom Street in San Francisco. Elahi documented the building containing the
now infamous National Security Ageyn(NSA) secret room that intercepts and copies 10% of the
US internet traffic coming into the country
citizens, one year before Edward Snowden leaked it to the press. The fact that an artist made a
project e government spying activities prior to the Snowden revelations, demonstrates the

medi ads inability to capture facts, or the
the spy program was available, but the press was only able to stir pusadjsation on a grand
scale by reframing the facts from a | eake

rs
reporting that publically aired in 2007. [ 2
to AUndi scl osed droxats wmwei lalnmnchcerpirewve of
browsing Google Maps. Through curiosity and intensive research, he found that an aerial view
that was bl ocked as an fAundisclosed | ocatio
C h e n e y 6 Elahitblanthyereveals the inequities behind social sorting, where one social class
is widely photographed and secretly traced, and another class is exempt through the sorting
process, not being detained, or aodgoad aswierd
having another safety net, or the prestige and power that comes with being exempt from having
your home erased from Google Maps. [26,27]
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Figure 13.Hasan EIl ahi . I nstall ataonPaepcdCigdHéesohr
702 8th Street, NWW, Washington, DC. Righ
www.trackingtransience.net (2008 r esent ) fAundi scl osed | ocati

600x720; fTHawkeyeo 2013,0chmag®genurct @3y ndf

Algorithms mimic human systems that cast a wide net defining crime, followed by sorting out the
desirables and letting them pass through, while leaving behind underclasses and often, minoritie
[28] In addition to such send-degree and systematic racism, social sorting is escalated when
combined in the dataining world of algorithmic errors. The consequences of errors and
excessive police violence used on citizens are at the core of the artist team, Channel TWo (CH2’
intheirsites peci fic project APolyCopRiotNode_DC. o
sources such as the Associated Press, APoly
and government officials have coordinated excessive force on unarmed siirlidne privacy of

their homes in Washington DC. Examples of excessive force in the Washington DC area include
multiple pets who were shot and killed in their homes, thousands of dollars of damage to private
property, and an unarmed man who became pagdlpecause a Police Corporal shot him in the
back damaging his spine. To illustrate the geographic view of these reports, the artists created al
augmented reality app that uses the knilGPS and camera on a smartphone or tablet. When
holdingupaphoner t abl et, the fAPolyCopRiotNode_DCOo
PolyCop layered over the ordinary camera view. The viewer can follow the augmented reality
until they arrive where the fAhome invasiono
physicdly to the node (street intersection) the more massive PolyCop becomes.
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Figure 14.Channel Two (CH2): Jessica Westbrook and Adam Trowbridge with Jesus Duran,
APol yCopRi ot Node_DCo0 2013, Custom software
and tablds. Street scene outside Pepco Edison Place Gallery, 702 8th Street, NWW,

Washington, DC. September 2013. Image courtesy of Lisa Moren.

This project predates APok®mon Goo and with
memory in ABdepyCapPReatB to be |l ess of a dat
of actors revolving around data. Although PolyCops may be added to countless known nodes
(CH2) merely anticipated the explosion of citizens controlling the media coverage of excessive
palice violence, including murders, against innocent citizens. The most notorious examples
include when in 2014 Ramsey Orta used his cell phone to document the murder of Eric Garner, i
Staten Island; within the same month the twelve year old Tamir Riceemuess captured on
surveillance in Cleveland OH; In 2016, Diamond Reynoldsdiveamed the death of Philando
Castille on Facebook in Falcon Heights, Minnesota; and multipkdnders recorded the death

of Alton Sterling in Baton Rouge LA by Police. deeextreme cases of social sorting point to a
reverse surveillance by ordinary citizens who have access to the technologies typically only usec
and modulated by, the societies of control.

The performance and installation artist, Lexie Mountain, focusespecific aspect of social

sorting that inverts the cultural currency
freedoms of certain groups of Americans to be secure while another population,
disproportionately populations of color, livetner r or and i nsecurity. S

popular statistic that the prison population has risen 800% since 1980. [29]
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Figure 15.L exi e Mountain ABALL HARDO Per f .
Dennis Williams, Joseph Mitchell and William Hubbard performing at the opening of Cyber
I nSecurities, Pepco Edison Place Gallery,
Media. August 30, 2013. Image courtesy of Tim Nohe.

Her pr oj ect CyheBraSkcuritiddagind with thd ironic insecurity often felt when
encountering someone sporting ablaskh i rt wi t h white block | et
I n her perfor manc e -AmBrizdnlsecutity gudrds, Derinis Widiama,f r i ¢ a
Josep Mitchell and William Hubbard (who are actual security guards from a mall called
iSecurity Mall o in Bal tCybednSecyritiegreogfito. Atrmaprat t h
determined moment, the performers crack their assignment and collapse ¢tothséaning and
forming a ballike display in a pseudwerbal expression of their personal insecurities. One of the
performers doesnbdt feel comfortable falling
performers help the third standupwvehil gal | ery attendees | ook on
surveillance, where the mostly White crowd at a D.C. opening probably believed these men were
actually security guards on duty, flipped the scene and became an alarming spectacle that
unsorted the sodiarder of the gallery. In naming the project, Lexie refers to Ravens linebacker

Terrel Suggs remark about ABal l SoandKanyel Un i
We st , [ 30] Mountain says she was i nhowial ly
access to personal security and stability is limited culturally, legally and institutionally to various
soci al groups. 0 [31] Similar to the emoti on
arc in ABall Har d o i nvtheintisible gubre, toespartofithei t y g u

esteemed artwork adorning the walls and the uncomfortable center of social control.
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Using the glitch, rhizomatic and sfumato surveillance aesthetic, Lexie created an additional eight
foot tall glitch portrait of oneéhe security guards. The print was showcased in the exterior

window (next to the demographic of the exhibition attendees). Thdi lo\ataenhanced artifact

with CCTV bits and matter in the ima@e a phenomenon gone viral after 9/11 and popularized

in reality tv 8 makes the error, the raw, and what some perceive as the real electronics visible.

ltds the society of control éds i mage of itse
image, the sfumato surveillance footage is a jittery fragroéthe original event, the audience is
l eft to imagine that the physical presence

likely to be what it appears.

Figure16.L exi e Mountain ABALIprHARD®Ifp M mdnamt Hw
2011. Image courtesy of the artist.

The glitch lives as an interesting manifestation of a flaw, the digital document that the image is
actually concrete object of electronic waves, bits and light projections. It can be romanticized in
stylistic low-fi or politicized. But for Lexie and (CHZ2), while the glitch is technically an error, it
points to a spatial question, a fleeting moment where technology technically fails, but may bring
the viewer closer to what HenrrethdBmdgaseadhe ¢ al
technology, where Bergson is distinguishing between how the intellect separates our linguistic
thoughts from the instinctual concrete obje
wordso is to stri nghngsingoelertoduild aworld ofideak. 19090 nc r
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Bergsonds world of ideas referenced the vir
his symbolic theory and fAextends further an
soli @%$. @ik the Amobility of words, o virtua
reflection of our idea, our fleeting moment
with other Athingnessos. 0 Wharslliberatinghin both eoncept g i
and content, Bergson al so suggests that if
could only |l eadé to some other mode of anal
discontinuityd although less removed, perhapst om t he r e al continuit.
fcontinuity of |ifed is the organic, unf i xe
but is missing in fleeting descriptions of language that inevitably codifies objects to an over

simplisticwod or concept. McLuhan describes Bergs
Avirtual solidso firmly as a technology whe

wheel does for the feet and the body. It enables them to move from thing to ithirggeater
ease and speed and ever less involvement. Language extends and amplifies man but it also
divides his faculties. o

Data cells within societies of control may
t o move fr omwithgreaienegse and speeld buheged less involvement. For instance,
fragments of onesédé private |Iife may give a
Acontinuities of |ifed including purpose, i
factors. While the latter factors are less evidenced in most surveillance systems, they may
ultimately play a significant role in namin
algorithmic recipe is akin tnayddrsideglasaesdiptioni mo
of what may happen when a system exclusively uses those rules as its sole advancing mechanis
iit could only |l ead, on deeper study, to so
to a new discontinuify although &ss removed, perhaps, from the real continuity of Tifex

truth is that this continuitycannotbethoughtby theintellectwhile it followsits natural

mo v e me [B4] |1& ather words, the intellect eventually needs another mechanism other than
itself. Hecont i nues to critique the use of | angua
at the stupidity and especially at the persistence of errors. We may easily find their origin in the
natural obstinacy with which we treat the living like the lifelasd think all reality, however
fluid, under the form of the sharply define
algorithmic loop, requires modes other than more algorithms in order to avoid systems that lead
to less involvement and the antitteest deeper analysis and problem solving, especially when
dealing with the complexity of dataveillance and the potential authority lost on the individuals
being watched, tracked or mined for their data.

CAN ALGORITHMS POLLUTE?

David Rokeby is a surveillance artist and programmer who analyzes data through his algorithmic
driven interactive art installations. For 30 years the artist has observed thousands of viewers
behaving within his inter acetrivvoeu se nSvyi$dBdenmmoe nlt!
(VNS), the project that translates motion, or human gesture into sound via a surveillance camera
One may tweak a fine gesture of a finger moving, or adgiulchoreographed dance, in order to
control the musidike sound systemasf t he partici pantds body w
observed that participants often move through a series of predictable reactions where he can
anticipate t he pdaifnotitheii thpaghtt lby ®bserving their gesttiré vathmin
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his gystem. [36] In his concept @figorithmic pollution, Rokeby looks at how the algorithm itself

is responsible for producing a coded behavior for the participant. This is where the gaps betweer
Bergsonds fimobili«wpnowi ngo fidleiofteadndh & driero &tld a
instance, when David was initially interacting with VNS, he had a sensation that the system was
reacting before he made a gesture. He knew this was impossible, but later asserted that the dela
in consciousness is slower thaniastant (1/10th of a second). If VNS is 1/30th of a second as he
says, therefore Rokeby perceived that he heard a sound before his mind signaled to him that he
had made a gesture. [37] These incompatibilities, glitches, gaps and miscommunication in code
are what may be difficult or impossible to quantify but are real within human perception.

Figure17.Davi d Rokeby AVery i0®(originalVNSgysseme mo 1
Interactive audio installation, custom software, camera, sound system, dimensinmeble.
Image of the artist performing VNS in the streets of Potsdam, Germany for the Potsdam
1000th anniversary, 1993. Photograph by Lambert Blum, image courtesy of the artist.

Rokebyds early theory -reBectibeansrerahere fieedbatkeefletts o o p
back on humans and becomes internalized wut.i
understand. [38] Hence the title AVery Neryv
perception of instantaneous feedback that makedgesomengaged, and addicted, to video

games. McLuhan write$t € atechnologiesre extension®f our physicaland nervoussystems

to increasepowerands p e €] and,i A rextensionwhetherof skin,hand,or foot, affectsthe
wholepsychicandsocialco mp | B David knows that unquantifiable perceptions, nervous
systems will be filtered out of any software system when he says:

We start to wear the behavior of the system internally and it starts to become part of
ourselvesandwelooseur ability to differentiate b
until we start to wear i(todos effects int.e
we start a process of sorting, selecting and filtering, not every part of the feedback loop
will connect with us, certain things within this odd relationship are enhanced while
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